
Click It or Phish It

Are you a winner
winner chicken
dinner? Check the
newsletter to see! 

Current Training Offerings

Technology 101

Outlook 101

Word 101

Excel 101

How to ensure your
scanned document
reaches its intended
audience! 

Tip of the Month: 
Scanning Documents
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November
Winner!

I ' M  D R E A M I N G  O F  B E I N G  A

G a i l  K u n s t ,  F o n d  d u  L u t h

J a m i e  Z a b u k o v e r ,  H S D

D a l e  P h i p p s ,  M e c h a n i c

R i c h a r d  G i t a r ,  W a t e r  R e g u l a t i o n

C h a d  B a l c e r ,  P h a r m a c y

J u l i a  L i n t g e n ,  A d m i n i s t r a t i o n

R o g e r  G o l d b e r g ,  S U D  P r o g r a m  

C h r i s t i n e  A n d e r s o n ,  S u r v e i l l a n c e



of the
Month

S C A M

HR@FDLREZ.COM is a spoofed email address

The email is trying to convince you to download an attachment. 

If you hover over the link, it takes you to a different place than
the email suggests. 



DJ, I need to send someone a scanned document as an
attachment. How do I ensure that they receive it and open it? 

We in IT have spent the better part of the last several years really
stressing the importance of not opening attachments you do not
recognize. When you receive a scanned document, it will look
something like this in your email inbox:

Looks rather suspicious, doesn’t it? 

Here is a quick and easy way to make sure that the recipient of the
scanned document opens and reads the attachment. Simply scan it
to yourself first, then forward the scanned email to the other party
with a short description of what it is and why it’s important. 

It may also be a good idea to follow up with a quick phone call or
in-person conversation just to ensure the attachment is legitimate. 


